OUR USERS’ AND CUSTOMERS’ RIGHT TO PRIVACY IS VERY IMPORTANT TO US. IN OUR PRIVACY
POLICY IQ.SUITE WATCHDOG SANDBOX, WE WILL EXPLAIN HOW WE COLLECT, USE, DISCLOSE,
SHARE, AND STORE YOUR DATA. PLEASE TAKE A MOMENT TO FAMILIARIZE YOURSELF WITH OUR
PRACTICES REGARDING YOUR RIGHT TO PRIVACY AND LET US KNOW IF YOU HAVE ANY QUESTIONS.

General terms
During the use of iQ.Suite Watchdog Sandbox by GBS Europa GmbH (hereinafter “GBS” or “we”), we
collect your data, or personal data at various points. We handle these data with the utmost
confidentiality and exclusively for the purposes for which they were provided. Of course, your data
are collected and processed in accordance with the German federal guidelines, especially the data
protection act and telemedia act. While using iQ.Suite Watchdog Sandbox, you agree to this privacy
policy. In particular, you agree that the manufacturer of the security technology on which iQ.Suite
Watchdog Sandbox is based, Sophos Ltd. (hereinafter “Sophos”) may require the collection ad
processing of certain data for the use of their products, in order to keep the product up-to-date to
meet the latest technical requirements. This information may include proprietary, confidential
and/or personal data, IP addresses, usage information, infection logs, and files that are suspected of
being infected with malware.

Further development of iQ.Suite Watchdog Sandbox
You hereby confirm that certain programs – for the further development of the product and for the
elimination of malicious or malware – may track and record the geographical location of users, block
unknown malicious codes, process or delete contents as needed, and store software, as well as text
and email messages.

Data processing according to applicable laws
Sophos acts as the data processor for personal data in accordance with German federal data
protection act, as well as GDPR (EU) 2016/679. Sophos will only process personal data in accordance
with the provisions of the applicable law, and Sophos’ privacy policy, which can also be accessed at

Transfer of your information to third parties and countries
If Sophos transfers personal data to another country for the purposes of the aforementioned
processing, Sophos provides appropriate protection for these personal data. Sophos maintains cross-
national partnerships with local subsidiaries, as well as subsidiaries and third-party licensing
companies, which exclusively work in accordance with the Sophos privacy policy if they are involved.

Questions and suggestions
Please do not hesitate to contact us, if you have questions or concerns regarding the GBS data
protection guideline or the provisions it contains with respect to personal data, or if you would like to
report a possible violation of local data protection law. You may also contact to regional GBS Support
at any time.

Contact
Please direct all questions, requests of information, and queries regarding data usage to:
Involvement in the protection of the right to privacy

In order to ensure the security of personal data, our guidelines regarding the right to privacy and security measures are shared with all GBS employees. The safety measures undertaken for the protection of the right to privacy are strictly implemented within the company.

Updated privacy statement

If necessary, this privacy statement is updated when new apps, versions, or services are launched, or if procedures are changed, GBS therefore reserves the right to modify or supplement the statement if needed. The changes will be published on the GBS website. Please check the website regularly to stay informed about the current status of the privacy statement for iQ.Suite Watchdog Sandbox.